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SENTINEL MOBILE BLA ONBOARDING FORM
Application Name

Source Code (optional)

Select one

2bMeFtive�& inFluded in 6)73 upload 

6ZiIt inFluded in 6)73 upload

Executable Files 
Select One

.ipa file included in SFTP upload

Server Side Host(s) that the application will interact with 
List all domains required to define app scope/boundary. 

Server #1:  https://

Server #2:  https://

Server #3:  https://

Server #4:  https://

Server #5:  https://

Login Credentials
Does the App require a login credential?
If answer is “no”, do not fill out remainder of form.

Should the login credentials be self-provisioned?
If answer is “yes”, do not fill out remainder of form.

Please include 2 credentials for each user type. 

If registering a new account tied to an email address, please use the email address whsmobiletest0@whitehatsec.com, 
whsmobiletest1@whitehatsec.com, etc.

Java included in SFTP upload 

Other hybrid (please specify):

.apk file included in SFTP upload

Version #

yes

yes

no

no

AQGURLG 

AQGURLG RHTXLUHPHQWV

�� 7he binary in *�apN Iormat must be usable on
a physiFal deviFe�

�� 7he root or MailbreaN deteFtion meFhanism
must be disabled� 

L2S 

L2S RHTXLUHPHQWV

�� 7he binary in *�ipa Iormat must be usable on a 
physiFal deviFe�

�� 7he root or MailbreaN deteFtion meFhanism
must be disabled�

�� &ertiIiFate pinning must be disabled�

User Type:

ID:

PW:

ID:

PW:
2

1
User Type:

ID:

PW:

ID:

PW:
2

1
User Type:

ID:

PW:

ID:

PW:
2

1
User Type:

ID:

PW:

ID:

PW:
2

1

�� 7he i26 binary must be signed Zith a developer FertiIiFate�
�� &ertiIiFate pinning must be disabled�
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